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 Secure folder for 
 Multimedia files

Optional

3 When IIS Server is optionally 
placed outside of the domain
 Port 1433 for communication 

with SQL over firewall
 Encrypted Connection Key (CK) 

created within domain so no 
trusted connection required.

1When secure folders are needed 
for Multimedia files perform the 
following:
 Modify web.config
 Use ASPNET_setreg.exe utility
 Update permissions in Registry
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 IIS Server may be placed 
outside of the DMZ

Optional

2Location of Proxy Server is 
dependent upon individual 
networking requirements
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 Location based upon 
individual requirements

Optional Location


